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WHY BUSINESS 
SHOULD CARE?

. 

LEARNING METHODOLY FOR THIS TRAINING

WHAT TO DO FOR 
BUSINESS PROCESSES?

HOW TO DO IT FOR 
BUSINESSES ?

S PECIFIC,  M EASURABLE, A CCEPTED,
R EALISTIC & T IME RESTRICTED

SMART BUSINESS 
GOALS
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Enrich your 

knowledge for 
work value

1
Boost your Career and 
experience unmatched 

learning curves

2
Official Certificate  

GADPPRO Academy & one year 
free GADPPRO Membership

3
Official Registration 

in EU Register & Global Register

WHY 
SHOULD 

YOU 
COMPLETE

THIS 
TRAINING?



01 02 03

Digital data ethics is becoming more complex given
the growing layers of data protection regulatory
frameworks, digital services frameworks and
security ethics frameworks

REGULATORY 
FRAMEWORKS

Ethical use of (personal) data is explicitly
mentioned in many corporate social
responsibility frameworks

LEGAL 
LIABILITY

MANAGEMENT 
RESPONSIBILITY

WHY DIGITAL DATA ETHICS IS SO IMPORTANT?

Liability management is of growing importance as data
ethics is more often seen as part of the legal liability (mass
claims) framework used by civil society (consumer
organisations, data ethics societies et cetera).



STICK TO THE BIG PICTURE (CLARITY)

Try to answer the 
what, why and 
how questions

BIG PICTURE
Try NOT to find 

answers to all other 
possible different 

point of views
(Reserved for Expert 

level)

OTHER VIEWS
Try NOT to search 
for all full details of 
GDPR obligations 

(Reserved for 
Advanced level) 

FULL DETAILS
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